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1.
 Proposal
KI#2 indicates that in Rel-17 scope the slice quota is shared among all DNNs (and related services), if an S-NSSAI has multiple associated DNNs. In this paper, it is proposed to consider the different service types and priority to enforce the slice quota for improving not only the service quality but also the fairness. As this solution only proposes to specify the operation of the SMF (or AMF), this solution can co-exist with other solutions for KI#2 for session counting/enforcement.
*** 1st change (all new text) ***
6.X
Solution #X: Service Selection for Quota Enforcement 
6.X.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution.
This solution addresses key issue #2 the maximum number of PDU sessions per slice based on the quota. As this solution only defines the differentiation of service(s) when the current status of slice is close to the quota limitation, the solution can co-operate with other solutions for KI #2 which support the session number counting and the enforcement in normal service state.
6.X.2
High-level Description

Editor's note:
This clause outlines solution principles, assumptions and high-level architectures, etc.
It is practical assumption that a single network slice is shared by two or more service types. For example, eMBB slice may support both the high-speed data and the voice service at the same time, for a given user. In this case, the priority among services in the slice can be different, wherein some services should be allowed in preference to other services. In some other cases where the fairness among users is important, it would be preferable to distribute sessions to many users rather than allowing few users to be given multiple sessions. For archiving this, it is required that the network should be able to differentiate how and when to enforce the slice quota with respect to the service types, based on the operator’s policy and the service agreement.

The high level description of the solution is as follows:

· NF supporting the slice quota enforcement (i.e., either SMF or AMF) has an additional parameter on the priority among service types allowed within the slice. The service type can be the standardized one such as DNN or default 5QI value. This parameter can be provided by the other NF (e.g., UDM or PCF for per UE control) or configured in the NF by OAM. 

· The NF receives the current slice information from the other NF providing per slice session number counting. The information may include the early notification for the slice quota, i.e., indication that the current number of sessions is close to the quota limit.
· Upon receiving the PDU session establishment request from UE, the NF decides whether the request can be allowed in consideration of the latest slice quota status and the priority of the requested service type.
 6.X.3
Procedures 
When the quota management is enabled, during the PDU Session Establishment procedure in clause 4.3.2.2 of TS 23.502 [2], the NF enforcing the quota management determines the acceptance of the request, in consideration of the current quota status and the priority of the service type. To support per UE service control, the UDM or the PCF may provide the priority information to the NF in the PDU session Establishment procedure.
6.X.4
Impacts on services, entities and interfaces

Editor's note:
This clause describes impacts to existing services and interfaces.

SMF or AMF: Handling PDU session setup request in consideration of the priority of request service type.
*** 2nd change ***
6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues

	Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	5
	NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
	2

	6
	PCF-based counting of PDU Sessions in a Network Slice
	2

	7
	Support of Network Slice SLA for Maximum Number of PDU sessions parameter
	2

	8
	AMF and O&M based solution
	1, 2 & 4

	9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	1, 2 & 4

	10
	Max number of PDU Sessions per Network Slice control via NSQ function
	2

	11
	Handling maximum number of sessions using NF status
	2

	X
	Service Selection for Quota Enforcement
	2


3GPP


